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ตัวช้ีวัด 4.19 : ระดับความสำเร็จของการรักษาความม่ันคงปลอดภัยไซเบอร์ กรมอนามัย 

4. Output ผลผลิต 

4.1 มีผลผลิตตรงตามเป้าหมายที่กำหนด 

ระดับความสำเร็จของมาตรการขับเคลื่อนการดำเนินงานด้านการรักษาความมั่นคงปลอดภัยไซเบอร์  

5 ขั้นตอน (รอบท่ี 1 : 5 เดือนหลัง) 

คะแนน ขั้นตอน มาตรการขับเคลื่อน 

0.2 ขั้นตอนที่ 1 ทบทวนการจัดทำแผนบริหารจัดการเหตุการณ์ด้านความมั่นคงปลอดภัย 
ทางไซเบอร ์กรมอนามัย 

0.4 ขั้นตอนที่ 2 ทบทวนการจัดทำระบบเฝ้าระวังและแจ้งภัยคุกคามภัยทางไซเบอร ์
0.6 ขั้นตอนที่ 3 ทบทวนการจัดตั้งคณะประสานงานการรักษาความมั่นคงปลอดภัยทางไซเบอร์ 

ของกรมอนามัย (Anamai CIRT) 
0.8 ขั้นตอนที่ 4 สร้างความตระหนักด้านการรักษาความมั่นคงปลอดภัยทางไซเบอร์  

ให้กับเจ้าหน้าที่ของกรมอนามัย 
1.0 ขั้นตอนที่ 5 สรุปผลการดำเนนิงานตามมาตรการด้านการรักษาความมั่นคงปลอดภัยไซเบอร ์

 

แผนการขับเคลื่อนและกำกับติดตามการดำเนินงานตัวช้ีวัดตามคำรับรองการปฏิบัติราชการ ประจำปี

งบประมาณ พ.ศ.2568 (รอบ 5 เดือนหลัง) 

ที ่ กิจกรรม/ขั้นตอน 
เป้าหมาย 
(จำนวน) 

หน่วย
นับ 

วันท่ีเริ่ม 
กิจกรรม 

วันท่ีสิ้นสุด 
ผลการดำเนินงาน 

อยู่ระหว่าง 
ดำเนินการ 

ดำเนินการ
ครบถ้วน 

1 ทบทวนการจัดทำแผนบริหารจดัการเหตุการณ ์
ด้านความมั่นคงปลอดภยัทางไซเบอร์  
กรมอนามัย 

1 ครั้ง 1 มี.ค.68 30 พ.ค.68   

2 ทบทวนการจัดทำระบบเฝ้าระวังและแจ้งภัยคุกคาม
ทางไซเบอร ์

1 ครั้ง 1 เม.ย.68 30 มิ.ย.68   

3 ทบทวนการจดัตั้งคณะประสานงานการรักษาความมั่นคง
ปลอดภัยทางไซเบอร์ของกรมอนามยั (Anamai CIRT) 

1 ครั้ง 1 พ.ค.68 30 มิ.ย.68 


 

4 สร้างความตระหนักด้านการรักษาความมั่นคง
ปลอดภัยทางไซเบอร์ ให้กับเจ้าหน้าท่ีของกรมอนามัย 

1 ครั้ง 1 พ.ค.68 30 มิ.ย.68    

5 สรุปผลการดำเนินงานตามมาตรการ 
ด้านการรักษาความมั่นคงปลอดภยัไซเบอร ์

1 ครั้ง 1 ก.ค.68 31 ก.ค.68   
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ดำเนินงานทบทวนตามมาตรการขับเคลื่อนการดำเนินงานด้านการรักษาความมั่นคงปลอดภัยไซเบอร์   
5 ขั้นตอน ดังต่อไปนี้ 
ขั้นตอนที่ 1 : ทบทวนการจัดทำแผนบริหารจัดการเหตุการณ์ด้านความม่ันคงปลอดภัยทางไซเบอร์ กรมอนามัย 

ทบทวนการการจัดทำแผนบริหารจัดการเหตุการณ์ด้านความมั่นคงปลอดภัยทางไซเบอร์ (Cybersecurity 
Incident Response) กรมอนามัย ใช้เป็นแนวทางในการเตรียมความพร้อม เพื่อรับมือและตอบสนองต่อภัยคุกคาม
ทางไซเบอร์ โดยจะระบุขั้นตอนที่จำเป็น ผลลัพธ์ที่ได้จากแผนการตอบสนองต่อภัยคุกคามทางไซเบอร์  และข้อควร
ระวังในแต่ละ ขั้นตอน ซึ่งครอบคลุมตั้งแต่ การเตรียมความพร้อม (Preparation) การตรวจจับ และวิเคราะห์ 
(Detection & Analysis) การควบค ุมความเส ียหาย การกำจ ัดสาเหต ุของภ ัยค ุกคาม และการก ู ้คืน 
(Containment, Eradication & Recovery) และการดำเนินการภายหลังการรับมือและตอบสนองเสร็จสิ้น (Post 
Incident Activity) มุ่งหวังให้เป็นประโยชน์ในการนำไปประยุกต์ใช้ให้สามารถดำเนินการได้อย่างมี ประสิทธิภาพ 
เหมาะสมกับขนาดความซับซ้อน ความเสี่ยง และรูปแบบในการดำเนินงาน  โดยมีรายละเอียด ดังนี้ 
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ขั้นตอนที่ 2 : ทบทวนการจัดทำระบบเฝ้าระวังและแจ้งภัยคุกคามทางไซเบอร์ 
ทบทวนการการจัดทำระบบเฝ้าระวังและแจ้งภัยคุกคามภัยทางไซเบอร์ โดยดำเนินการจัดทำระบบตรวจจับ

และวิเคราะห์ภัยคุกคามทางไซเบอร์ เพื่อตอบสนองและยังยั้งต่อภัยคุกคามทางไซเบอร์ โดยมีการจัดเตรียมระบบ/
อุปกรณ์ บุคลากร และช่องทางการสื่อสารแจ้งภัยคุกคามทางไซเบอร์ของกรมอนามัย สำหรับป้องกัน ตรวจจับ และเฝ้า
ระวังการบุกรุกระบบคอมพิวเตอร์และเครือข่าย รวมทั้งหน่วยงานภาครัฐที่กำหนดนโยบาย มาตรการ แนวทางการรกัษา
ความมั่นคงปลอดภัยไซเบอร์ เช่น สำนักงานคณะกรรมการการรักษาความมั่นคงปลอดภัยไซเบอร์แห่งชาติ (สกมช.)  
เป็นหน่วยงานทำหน้าที่ประสานการปฏิบัติงานร่วมกันทั้งภาครัฐและเอกชน ตามพระราชบัญญัติการรักษาความมั่นคง
ปลอดภัยไซเบอร์ พ.ศ. 2562, กระทรวงสาธารณสุข โดยศูนย์ประสานการรักษาความมั ่นคงปลอดภัยไซเบอร์  
ด้านสาธารณสุข (Health CERT) เป็นหน่วยงานทำหน้าที่ประสานงาน เฝ้าระวัง รับมือและแก้ไขภัยคุกคามทางไซเบอร์
ด้านสาธารณสุข และคณะประสานงานการรักษาความมั่นคงปลอดภัยไซเบอร์ (Anamai CIRT) ของกรมอนามัย เป็นต้น 
โดยมีรายละเอียด ดังนี้ 
1. จัดเตรียมระบบ/อุปกรณ์สำหรับป้องกัน ตรวจจับ และเฝ้าระวังการบุกรุกระบบคอมพิวเตอร์และเครือข่าย จากภัย

คุกคามทางไซเบอร์ ดังนี้ 
1.1 อุปกรณ์ป้องกันความปลอดภัยด้านเครือข่าย เช่น 

- อุปกรณ์ป้องกันเครือข่าย (Firewall) 
- อุปกรณ์ป้องกันและตรวจจับการบุกรุก (Intrusion Prevention System : IPS) 
- อุปกรณ์ตรวจจับและป้องกันการโจมตีระบบเครือข่ายแบบ (DDoS) 
- อุปกรณ์ป้องกันการบุกรุกเว็บไซต์ (Web Application Firewall) 
- ระบบป้องกันไวรัส (Kaspersky Antivirus Security System) 
- อุปกรณ์จัดเก็บ Log File ระบบเครือข่าย 

 1.2 การรับส่งข้อมูลสำคัญผ่านระบบเครือข่ายสาธารณะ โดยการเข้ารหัส (Encryption) ที่เป็นมาตรฐานสากล เช่น  
- เทคโนโลยีการเข้ารหัสข้อมูล (Secure Socket Layer : SSL) โดยการเข้ารหัสข้อมูล เพื ่อเพิ ่มความ

ปลอดภัยในการสื่อสารหรือส่งข้อมูลบนเครือข่ายอินเทอร์เน็ต ระหว่างเครื่องเซิร์ฟเวอร์กับเว็บเบราว์เซอร์ 
- เครือข่ายส่วนตัวเสมือน (Virtual Private Network : VPN) โดยสร้างการเชื่อมต่อเครือข่ายส่วนตัวระหว่าง

อุปกรณ์ต่างๆ ผ่านอินเทอร์เน็ต 
1.3 ซอฟต์แวร์เฝ้าระวังภัยคุกคามทางไซเบอร์ เช่น PRTG Network Monitor เป็นต้น 

- ระบบตรวจสอบสถานะเครือข่าย (PRTG Network Monitoring) โดยมีโปรโตคอลสำหรับมอนิเตอร์
อุปกรณ์ (SNMP) และคำสั่งตรวจสอบสถานะการทำงาน UP/Down (Ping) 

2.  จัดเตรียมบุคลากร เพ่ือทำหน้าที่ประสานงาน เฝ้าระวัง รับมือและแก้ไขภัยคุกคามทางไซเบอร์ 
-  ทีมรับมือ และตอบสนองต่อภัยคุกคามทางไซเบอร์มีหน้าที่รับผิดชอบในการแจ้งข้อมูลเกี่ยวกับภัยคุกคาม
ทางไซเบอร์ ให้กับผู้ที่เกี่ยวข้องทั้งภายใน และภายนอกองค์กร เพื่อให้ทุกคนสามารถดำเนินการตาม
หน้าที่รับผิดชอบของตนเองตามกำหนดไว้ โดยมีรายละเอียด ดังนี้ 
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ลำดับ ผู้ที่เกี่ยวข้อง หน้าที่รับผิดชอบ 
1 ผู้แจ้งเหตุ หรือผู้ได้รับผลกระทบ แจ ้งเหต ุการณ์หร ือรายงานเหต ุการณ์ภ ัยค ุกคามท ี ่พบ  

หรือต้องสงสัยว่าอาจจะเกิดเหตุการณ์ 
2 ผู้รับแจ้งเหตุการณ์ 

(กองแผนงาน) 
รับแจ้งเหตุการณ์ด้านความมั่นคงปลอดภัยไซเบอร์ 

3 ทีมรับมือ และเฝ้าระวัง 
(กองแผนงาน) 
(เจ้าหน้าที่ประสานงานการรักษา
ความมั่นคงปลอดภัยไซเบอร์) 

1. วิเคราะห์เหตุการณ์ภัยคุกคาม 
2. รับมือและตอบสนองต่อเหตุการณ์ภัยคุกคาม 
3. ให้คำปรึกษาในการป้องกัน และข้อควรระวังต่าง ๆ เกี่ยวกับ

เหตุการณ์ภัยคุกคาม 
4. เฝ้าระวังและวิเคราะห์การแจ้งเตือนจากอุปกรณ์ตรวจจับ 
5. ติดต่อหน่วยงานภายนอกในกรณีที่ไม่สามารถดำเนินการ

ระงับเหตุการณ์ได้ 
4 ผู้บริหาร รับผิดชอบกำหนดนโยบาย แนวปฏิบัติ ให้ข้อเสนอแนะ และ

สนับสนุนงบประมาณในด้านต่าง ๆ เกี่ยวกับการรักษาความ
มั่นคงปลอดภัยไซเบอร์ 

 
3. ช่องทางการสื่อสารแจ้งภัยคุกคามทางไซเบอร์ของกรมอนามัย เพื่อเป็นช่องทางการรายงานเหตุการณ์ ให้ผู้ได้รับ

ผลกระทบหรือพบเห็นเหตุการณ์ ดังนี้ 
• จดหมายอิเล็กทรอนิกส์ : cybersec@anamai.mail.go.th 
• กลุ่มไลน์ : AnamaiCIRT  
• เบอร์ติดต่อ : 0 2590 4310 

เว็บไซต์เผยแพร่ข่าวสาร : https://cybersec.anamai.moph.go.th 
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ขั้นตอนที่ 3 : ทบทวนการจัดตั้งคณะประสานงานการรักษาความมั่นคงปลอดภัยทางไซเบอร์ของกรมอนามัย 
(Anamai CIRT) 

การจัดตั้งคณะประสานงานการรักษาความมั่นคงปลอดภัยทางไซเบอร์ของกรมอนามัย (Anamai CIRT) โดย
ดำเนินการตามประกาศคณะกรรมการการรักษาความมั่นคงปลอดภัยไชเบอร์แห่งชาติ เรื่อง การกำหนดหลักเกณฑ์
ล ักษณะหน ่วยงานท ี ่ม ีภารก ิจหร ือให ้บร ิการเป ็นหน ่วยงานโครงสร ้างพ ื ้นฐานสำค ัญทางสารสนเทศ 
และการมอบหมายการควบคุมและกำกับดูแล พ.ศ. ๒๕๖๔ หมวด ๗ ด้านสาธารณสุข กำหนดให้หน่วยงาน  
ที่มกีารให้บริการสุขภาพในโรงพยาบาล บริการสุขภาพระหว่างโรงพยาบาล บริการด้านเวชภัณฑ์และเครื่องมือแพทย์ 
บริการตรวจวิเคราะห์ทางการแพทย์และรังสีวิทยา และบริการข้อมูลสุขภาพดิจิทัล ต้องดำเนินการรักษาความมั่นคง
ปลอดภัยทางไซเบอร์ โดยอยู่ภายใต้การกำกับดูแลของสำนักงานปลัดกระทรวงสาธารณสุข นั้น  และแต่งตั้ง
คณะทำงานประสานงานการรักษาความม่ันคงปลอดภัยไซเบอร์ กรมอนามัย ประจำปีงบประมาณ พ.ศ. 2568 
(Anamai CIRT : Cyber Incident Response Team) โดยมีรายละเอียด ดังนี้ 
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ขั้นตอนที่ 4 : สร้างความตระหนักด้านการรักษาความม่ันคงปลอดภัยทางไซเบอร์ ให้กับเจ้าหน้าที่ของกรมอนามัย 
การจัดขอเชิญเข้าร่วมการฝึกอบรมระบบบริหารเครือข่าย (Network Management System) เพ่ือให้เจ้าหน้าที่

กรมอนามัยตระหนักถึงภัยคุกคามทางไซเบอร์ และเสริมสร้างความรู้ความเข้าใจเกี่ยวกับการรักษาความมั่นคงปลอดภัย
ไซเบอร์ตามพระราชบัญญัติการรักษาความมั่นคงปลอดภัยไซเบอร์ พ.ศ.2562 มีรายละเอียด ดังนี้  

1. สร้างความเข้าใจเกี่ยวกับอันตรายจากการโจมตีทางไซเบอร์ สามารถเกิดขึ้นได้ทุกเมื่อและมีผลกระทบ 
ที่หลากหลาย 

2. การเข้าใจเกี่ยวกับมาตรการป้องกัน โดยอธิบายหรือแสดงให้เห็นถึงมาตรการที่สามารถใช้ป้องกันการโจมตี
ทางไซเบอร์ เช่น การใช้รหัสผ่านที่ปลอดภัย การป้องกันมัลแวร์ และการอัพเดตซอฟต์แวร์ โดยแนะนำหรือสอนทักษะ
เกี่ยวกับการระมัดระวังต่อการละเมิดความปลอดภัยที่อาจเกิดขึ้น เช่น การระวังการส่งอีเมล์แฝง การตรวจสอบลิงก์ก่อน
คลิก และการระวังการใช้ข้อมูลส่วนตัว เป็นต้น 

3. ส่งเสริมพฤติกรรมที่ปลอดภัย ที่เกี่ยวข้องกับความมั่นคงปลอดภัยทางไซเบอร์ เช่น การสำรวจและรายงาน
ข้อผิดพลาด การส่งรายงานการบุกรุกทางไซเบอร์ และการรายงานการโจมตีที่สำเร็จ เป็นต้น 

4. สนับสนุนและการกำกับดูแลผู้ใช้งาน ในการปฏิบัติตามนโยบายและมาตรการที่เกี่ยวข้องกับความมั่นคง
ปลอดภัยทางไซเบอร์ 

5. เผยแพร่ความรู้และข้อมูลเกี่ยวกับความมั ่นคงปลอดภัยทางไซเบอร์อย่างต่อเนื่อง ผ่านช่องทางต่าง ๆ  
เช่น หนังสือแจ้งเวียน สื่อสังคมออนไลน์ อีเมล์ และการประชาสัมพันธ์ เป็นต้น 
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สรุปสาระสำคัญการฝึกอบรมระบบบริหารเครือข่าย (Network Management System) 
วันที่ 25 กรกฎาคม 2568 ณ กรมอนามัย และผ่านระบบ conference 

 

วัตถุประสงค์ เพ่ือถ่ายทอดความรู้และสร้างความเข้าใจเกี่ยวกับระบบบริหารจัดการเครือข่ายอินเทอร์เน็ต
และความปลอดภัยของระบบเครือข่าย ให้แก่เจ้าหน้าที่กรมอนามัย และยกระดับการป้องกันภัยคุกคามด้านไซเบอร์
ของกรมอนามัยทั้งส่วนกลาง และส่วนภูมิภาค โดยมีผู้เชี่ยวชาญจากบริษัท โทรคมนาคมแห่งชาติ จำกัด (มหาชน) 
เป็นผู้ถ่ายทอดความรู้เชิงเทคนิคและแนวทางปฏิบัติที่มีประสิทธิภาพ สรุปสาระสำคัญแต่ละประเด็น ดังนี้ 
➢ Network Management System 

ระบบบริหารจัดการเครือข่ายที ่ช่วยตรวจสอบ ควบคุม วิเคราะห์ และรายงานสถานะของอุปกรณ์  
และการเชื่อมต่อภายในเครือข่ายแบบเรียลไทม์ ช่วยเพิ่มประสิทธิภาพการทำงานและลดเวลาการแก้ไขปัญหา 
➢ Cyber Security 

ความรู้พื้นฐานด้านความมั่นคงปลอดภัยของระบบเทคโนโลยีสารสนเทศ เช่น การป้องกันภัยคุกคาม  
ไซเบอร์ การเข้ารหัสข้อมูล การจัดการสิทธิ์ผู้ใช้งาน และการรับมือกับเหตุการณ์ด้านความปลอดภัย 
➢ Digital Risk Management 

แนวทางการบริหารจัดการความเสี่ยงที่เกิดจากเทคโนโลยีดิจิทัล เช่น การประเมินความเสี่ยงระบบ IT 
การกำหนดมาตรการควบคุม และการวางแผนจัดการเมื่อเกิดเหตุการณ์ที่กระทบต่อข้อมูลหรือบริการ 
➢ Digital Risk Management (ต่อ) 

ลงลึกในกรณีศึกษา/สถานการณ์จำลองการจัดการความเสี่ยง การกำหนด Response Plan และการ
สื่อสารความเสี่ยงในระดับองค์กรเพื่อเสริมสร้างความมั่นคงปลอดภัยทางไซเบอร์ 
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ขั้นตอนที่ 5 : สรุปผลการดำเนินงานตามมาตรการด้านการรักษาความม่ันคงปลอดภัยไซเบอร์ 
 สรุปผลการดำเนินงานตามมาตรการด้านการรักษาความมั่นคงปลอดภัยไซเบอร์ ดังนี้ 

1. ทบทวนการจัดทำแผนบริหารจัดการเหตุการณ์ด้านความมั่นคงปลอดภัยทางไซเบอร์ กรมอนามัย  โดย
จัดทำแผนบริหารจัดการเหตุการณ์ด้านความมั่นคงปลอดภัยทางไซเบอร์  (Cybersecurity Incident Response)  
กรมอนามัย ใช้เป็นแนวทางในการเตรียมความพร้อม เพื่อรับมือและตอบสนองต่อภัยคุกคามทางไซเบอร์ โดยจะระบุ
ขั้นตอนที่จำเป็น ผลลัพธ์ที่ได้จากแผนการตอบสนองต่อภัยคุกคามทางไซเบอร์  และข้อควรระวังในแต่ละขั้นตอน 
โดยมีรายละเอียด ดังนี้ 

1.1 การเตรียมความพร้อม (Preparation)  
1.2 การตรวจจับและวิเคราะห์ (Detection & Analysis)  
1.3 การควบคุมความเสียหาย การกำจัดสาเหตุของภัยคุกคาม และการกู ้คืน  (Containment, 

Eradication & Recovery)  
1.4 การดำเนินการภายหลังการรับมือและตอบสนองเสร็จสิ้น (Post Incident Activity)   

2. ทบทวนการจัดทำระบบเฝ้าระวังและแจ้งภัยคุกคามภัยทางไซเบอร์ โดยดำเนินการจัดทำระบบตรวจจับ
และวิเคราะห์ภัยคุกคามทางไซเบอร์ เพื่อตอบสนองและยังยั้งต่อภัยคุกคามทางไซเบอร์ โดยมีการจัดเตรียมระบบ/
อุปกรณ์ บุคลากร และช่องทางการสื่อสารแจ้งภัยคุกคามทางไซเบอร์ของกรมอนามัย สำหรับป้องกัน ตรวจจับ และเฝ้า
ระวังการบุกรุกระบบคอมพิวเตอร์และเครือข่าย รวมทั้งหน่วยงานภาครัฐที่กำหนดนโยบาย มาตรการ แนวทางการรกัษา
ความมั่นคงปลอดภัยไซเบอร์ เช่น สำนักงานคณะกรรมการการรักษาความมั่นคงปลอดภัยไซเบอร์แห่งชาติ (สกมช.) เป็น
หน่วยงานทำหน้าที่ประสานการปฏิบัติงานร่วมกันทั้งภาครัฐและเอกชน ตามพระราชบัญญัติการรักษาความมั่นคง
ปลอดภัยไซเบอร์ พ.ศ. 2562, กระทรวงสาธารณสุข โดยศูนย์ประสานการรักษาความมั่นคงปลอดภัยไซเบอร์ด้าน
สาธารณสุข (Health CERT) เป็นหน่วยงานทำหน้าที่ประสานงาน เฝ้าระวัง รับมือและแก้ไขภัยคุกคามทางไซเบอร์ด้าน
สาธารณสุข และคณะประสานงานการรักษาความมั่นคงปลอดภัยไซเบอร์ (Anamai CIRT) ของกรมอนามัย เป็นต้น โดยมี
รายละเอียด ดังนี้ 

2.1 จัดเตรียมระบบ/อุปกรณ์สำหรับป้องกัน ตรวจจับ และเฝ้าระวังการบุกรุกระบบคอมพิวเตอร์ 
และเครือข่ายจากภัยคุกคามทางไซเบอร์ เช่น อุปกรณ์ป้องกันความปลอดภัยด้านเครือข่าย, ซอฟต์แวร์เฝ้าระวงัภัย
คุกคามทางไซเบอร์ และเทคนิคเข้ารหัสการรับส่งข้อมูลสำคัญผ่านระบบเครือข่ายสาธารณะ เป็นต้น 

2.2 จัดเตรียมบุคลากร เพ่ือทำหน้าที่ประสานงาน เฝ้าระวัง รับมือและแก้ไขภัยคุกคามทางไซเบอร์ โดยมี
หน้าที่รับผิดชอบในการแจ้งข้อมูลเกี่ยวกับภัยคุกคามทางไซเบอร์ ให้กับผู้ที่เกี่ยวข้องทั้งภายใน และภายนอก
องค์กร เพ่ือให้ทุกคนสามารถดำเนินการตามหน้าที่รับผิดชอบของตนเองตามกำหนดไว้  

2.3 กำหนดช่องทางการสื่อสารแจ้งภัยคุกคามทางไซเบอร์ของกรมอนามัย เพื่อเป็นช่องทางการรายงาน
เหตุการณ์ ให้ผู้ได้รับผลกระทบหรือพบเห็นเหตุการณ์ เช่น จดหมายอิเล็กทรอนิกส์, กลุ่มไลน์, เบอร์ติดต่อ และ
เว็บไซต์เผยแพร่ข่าวสาร เป็นต้น 

3. ทบทวนการจัดตั ้งคณะประสานงานการรักษาความมั ่นคงปลอดภัยทางไซเบอร์ของกรมอนามัย 
(Anamai CIRT) โดยดำเนินการจัดตั้งคณะประสานงานการรักษาความมั่นคงปลอดภัยทางไซเบอร์ของกรมอนามัย 
(Anamai CIRT : Cyber Incident Response Team) ประจำปีงบประมาณ พ.ศ. 2568 ตามประกาศคณะกรรมการ
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การรักษาความมั่นคงปลอดภัยไชเบอร์แห่งชาติ เรื่อง การกำหนดหลักเกณฑ์ลักษณะหน่วยงานที่มีภารกิจหรือ
ให้บริการเป็นหน่วยงานโครงสร้างพื้นฐานสำคัญทางสารสนเทศและการมอบหมายการควบคุมและกำกับดูแล  
พ.ศ. 2564 หมวด 7 ด้านสาธารณสุข กำหนดให้หน่วยงานที่มีการให้บริการสุขภาพในโรงพยาบาล บริการสุขภาพ
ระหว่างโรงพยาบาล บริการด้านเวชภัณฑ์และเครื่องมือแพทย์ บริการตรวจวิเคราะห์ทางการแพทย์และรังสวีิทยา  
และบริการข้อมูลสุขภาพดิจิทัล ต้องดำเนินการรักษาความมั่นคงปลอดภัยทางไซเบอร์ โดยอยู่ภายใต้การกำกับ
ดูแลของสำนักงานปลัดกระทรวงสาธารณสุข 

4. สร้างความตระหนักด้านการรักษาความมั่นคงปลอดภัยทางไซเบอร์ให้กับเจ้าหน้าที่ของกรมอนามัย 
การจัดการฝึกอบรมระบบบริหารเครือข่าย (Network Management System) เพื ่อให้เจ้าหน้าที่ 

กรมอนามัยตระหนักถึงภัยคุกคามทางไซเบอร์ และเสริมสร้างความรู้ความเข้าใจเกี่ยวกับการรักษาความมั่นคงปลอดภัย
ไซเบอร์ ตามพระราชบัญญัติการรักษาความมั่นคงปลอดภัยไซเบอร์ พ.ศ.2562  มีรายละเอียด ดังนี้  

4.1 สร้างความเข้าใจเกี่ยวกับอันตรายจากการโจมตีทางไซเบอร์ 
4.2 การเข้าใจเกี่ยวกับมาตรการป้องกันการโจมตีทางไซเบอร์ และทักษะในการระมัดระวังต่อการละเมิด
ความปลอดภัย 
4.3 ส่งเสริมพฤติกรรมที่ปลอดภัยที่เกี่ยวข้องกับความมั่นคงปลอดภัยทางไซเบอร์  
4.4 สนับสนุนและการกำกับดูแลผู้ใช้งานในการปฏิบัติตามนโยบายและมาตรการ 
4.5 เผยแพร่ความรู้และข้อมูลเกี่ยวกับความมั่นคงปลอดภัยทางไซเบอร์ 

 


